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ADAPTIVE CONTROL AT THE LINK LAYER
OF THE PACKET RADIO NETWORKS

A mathematical model for calculating the optimal effective transmission rate at the link level of radio networks using a flexible
adaptive multiple access protocol with carrier signal control and variable data frame length is proposed. This model is a tool for
calculation of both the radio bandwidth network capacity and the optimal deviation of the data packet length at adaptive control
of competitive access to a radio channel with a fixed strategy in conditions of significant fluctuation in traffic intensity and changes

in interference intensity in the radio channel.
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Introduction

Radio networks with packet switching are an inte-
gral part of modern telecommunication systems.
Their architecture, principles of construction, and
operation, have two main differences due to the
use of a radio channel. First of all, they are more
vulnerable to interference of various origins at the
physical level, which imposes restrictions on the
length of data packets. The second difference is due
to the fact that, by its very nature, a radio chan-
nel is a mono-channel structure that requires cer-
tain rules for subscribers, according to which they
should coordinate their transmissions. These rules
are regulated by radio channel access control pro-
tocols [1], the task of which is to ensure the maxi-
mum effective transmission speed in conditions of
unpredictable variability in the local concentration
of subscribers, and therefore the traffic intensity. A
feature of the channel layer of packet radio networks
is its structure, which includes a logical link con-

trol protocol (LLC — Logical Link Control), and
a radio channel access control protocol (MAC —
Medium Access Control).

Optimizing the effective transmission speed of
packet radio networks is carried out by adaptive
management methods at different levels of their
architecture [1—5]. But at the same time, models
are used for each protocol separately, without taking
into account the influence or limitations of other
protocols. For example, [6] proposed an adaptive
MAC protocol with variable packet length. In this
protocol, subscribers must distinguish three states
of the radio channel:

(i) busy (when a carrier signal is detected);

(i) transmission permission state (the carrier
signal is absent for a time no longer than the time
of propagation of the radio signal in the network);

(iii) free state (the carrier signal is absent for
more than the maximum time of propagation of
the radio signal in the network).
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In the transmission permission state (ii), the
subscriber has the right to transmit a packet of the
set size. In the free state (iii), the transmission of
a longer packet is allowed. If the radio channel is
busy (i), then the subscriber acts according to a
flexible strategy, postponing the transmission to a
later time determined by a delay chosen randomly
from a certain interval. After the specified time, the
subscriber again checks the presence of the carrier
signal. Such a transmission organization makes it
possible to transmit packets of a standard (fixed)
length during heavy traffic, and when the inten-
sity decreases, when there are pauses in traffic,
to transmit one packet of a longer length after its
completion. It has been provenby our methodology
that by changing the length of packets transmitted
in the free state of the radio channel depending
on the traffic intensity, it is possible to ensure the
maximum level of bandwidth of the radio channel.
But it is seen that such a change in the length of
data packets will lead to a change in the effective-
ness of their transmission at the physical level (the
probability of successful transmission of a packet at
a given interference resistance in the radio channel
will change), and in the LLC protocol (the ratio of
the size of the data field and service information in
the format of packets will change).

Formulation of the problem

The problem of adaptive control of the effective
transmission rate for a hard MAC protocol is solved
in [7].The purpose of this work is to determine the
effective transmission speed of the channel layer
of packet radio networks when using the flex-
ible adaptive MAC protocol with variable packet
length [6], taking into account the limitations of
the physical layer and the LLC protocol. The effec-
tive transmission speed in a packet radio network
at a given physical ¥ bit/sec transmission speed is
defined as a function:

C=VC, (B, Cpp,)s (1
where C,, is the efficiency coefficient of the CSMA
(multiple access with media control) protocol, tak-
ing into account the complex effect of the probabil-
ity of successful packet transmission P,,, which is
determined by the procedures of the CSMA pro-

tocol, and the joint efficiency coefficient of the
physical layer and the LLC protocol C,,, .The lat-
ter in turn depends on the probability of success-
ful packet transmission at the physical level of the
radio network,and from the factor of increasing the
length of the packets and the efficiency factor of

the adopted frame format.

Mathematical model

When defining P, and C,, we use the results of [7].
With a given probability p of a mistake per one bit
in the radio channel, the probability of error-free
packet transmission is determined by its length
(the number of bits) L = n + ¢, where 7 is the length
of the information part of the packet,and c is the
length of the service part of the packet (protocol re-
dundancy): P, =(1- p)". The coefficient of the
effective transmission speed of the LLC protocol is
determined by the ratio of the length of the infor-
mation part of the packet to the total length of the

packet: C, =% The joint transmission efficiency

coefficient of the physical layer and the LLC layer
is then determined by the equation:

n (1 o p)(n+c)
I .

Obviously, with a fixed value of the length of the
service part of the packet, the effective transmis-
sion speed increases with an increase in its infor-
mation length. At the same time, when the length
of the packet increases, the probability P, of it ssuc-
cessful transmission decreases.That is, the task of
increasing the effective transmission speed must be
solved on the basis of a compromise in meeting the
conflicting requirements of the physical layer and
the LLC protocol.

For each error probability value in the radio
channel, there is an optimal length of the informa-
tion part of the packet n , which is easy to obtain

CPL :PPCL =

from the condition —2-=0:
n
—cIn(1 - p) —/(cIn(1 - p)* —4cIn(1- p)
n = .
° 2In(1- p)

Then the optimal length of the package
L =n +c.
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Fig. 1. Diagram of radio channel states

For a given channel level protocol, the length
of the service part of the packet is fixed, and the
variation r of the L packet length relative to the
optimal one, when n=n,, is carried out by chan-

+c

ging the value n: " =r. Hence, the change in

n, +c
(length of the packet) in times can be achieved
at n=rn, +(r —1)c. Then for the variable we can
write:

13 ’7

[rn, +(r =)l - p) "+

C =
L r(n, +c)

()

We obtain the equation of the probability of P,
conflict-free transmission for the CSMA protocol
with a variable length of data packets rL,. To sim-
plify the analysis, it is usually assumed that packets
arriving for transmission, and packets whose trans-
mission is delayed due to the presence of a car-
rier signal or the need for retransmission, form a
single source of incoming packets with intensity A
[8].The process of changing the states of the radio
channel is described by a single-digit Markov chain
with continuous time [9].

According to the above procedures of the CSMA
protocol, the radio channel can be in one of eight
states:

(k=0) — free;

(k =1) — vulnerability when transmitting a pac-
ket of length L ;

(k=2) — conflict-free transmission of a packet
of length rL ;

(k=3) — conflict when transmitting packets of
length rL,;

(k =4) — transfer permission;

(k=5) — vulnerability when transmitting a
packet of length L ;

(k =6) — conflict-free transmission of a packet
oflength L ;

(k=7) — conflict when transmitting packets
with a length of L .

We consider the probabilities of transitions be-
tween theabove states of the radio channel from an
arbitrary time t for an infinitesimally small interval
At

1. If the radio channel is in the state {0}, that is,
the radio channel is free, then:

— with the probability p01=2AAt¢, a new packet
will arrive from the input stream during the time Af
interval, which will immediately occupy the radio
channel, which will lead to its transition to state {1}
at the ¢ + Ar moment of time;

— with probability p00=1-21A¢, the state of the
radio channel will not change.

2. If the radio channel is in state {1}, that is, in
the vulnerability interval, then:

At
— with the probability pl12 =— that the vulne-
a

rability interval will end before at least one more
packet arrives, and the radio channel will go into
the state of conflict-free transmission of the packet
{2}, where a is the propagation time of the radio
signal in the network, during which all subscribers
will register the presence of the carrier signal;

— with probability p13 =AA¢, a new packet ar-
rives from the input stream, a collision occurs, and
both packets go into the number of pending trans-
missions. Therefore, at the moment of time the ra-
dio channel will be in the state {3};

1
— with probability pl1=1 —(—+ ijt the state
a

of the radio channel will not change.
3. Ifthe radio channel is in state {2}, that is, con-
flict-free packet transmission is carried out, then:

— with the probability p24 = % that the packet

L
transmission will be completed, where 7T = FVU’

and the radio channel will transition to the trans-
mission permission state {4};

— with the probability p22 =1- % that the state

of the radio channel will not change.New inco-
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ming packets, if there is a carrier signal, will delay
transmission and will not change the state of the
radio channel.

4. If the radio channel is in state {3}, i.e. con-
flicting packets are being transmitted, then:

— with probability p34 :%, the parallel (con-

flicting) transmission of packets will end, and the
radio channel will enter the state of transmission
permission {4};

At
— with the probability p33=1— T the state of the

radio channel will not change.New packets in the
presence of a carrier signal will delay transmission
and will not change the state of the radio channel.
5. If the radio channel is in the transmission per-
mission state {4} then: As
— with the probability p40 = — the vulnerability

interval will end and the radio channel will go into
the free state {0};

— with a probability of p45 = AAt, during the time
interval A¢, a new packet will arrive from the input
stream, which will immediately occupy the radio
channel, which will lead to its transition at the mo-
ment of time 7 + A7 to the state of vulnerability {5};

— with the probability p44=1- (l + ijt the
a

state of the radio channel will not change.
6. If the radio channel is in a state of vulnerabil-
ity {5} then:
A
— with the probability p56 = a the vulnerability
a

interval will end before at least one more packet arri-
ves, and the radio channel will switch to the state of
conflict-free packet transmission {6};

— with the probability p57 =AAt, a new packet
will arrive from the incoming stream, a conflict will
occur, and both packets will go to the number of
delayed transmissions. So, at the instant of time
t + At, the radio channel will be in state {7};

— with the probability p55 =1—(l+k]At the
a

state of the radio channel will not change.

7. If the radio channel is in a state of conflict-
free transmission {6}, then:

— with the probability p64=£ the packet

o

L
transmission will end, where 7, = 7" and the radio

channel will go into the transmission permission
state {4};

— with the probability p66 =1 —% the state of

o

the radio channel will not change.New incoming
packets, if there is a carrier signal, will delay trans-
mission and will not change the state of the radio
channel.

8. Ifthe radio channel is in state {7}, that is, con-
flicting packets are being transmitted, then:

. - At .

— with the probability p74 = r the conflic-
ting transmission of packets will end, and the radio
channel will change to the transmission permission
state {4};

— with the probability p77 =1- 7 the state of the

o

radio channel will not change. New packets in the
presence of a carrier signal will delay transmission
and will not change the state of the radio channel.
Figure 1 shows a diagram ofthe above analysuis of
radio channel states and the probability of transi-
tions between them for a given CSMA protocol.

From this diagram, you can write down a system
of finite-difference equations for the probability of
radio channel states:

B (1+At)=(1-2A1)P, (1) +— AtP (1),

R(t+At)= (1 - (;+ ijt} R(t)+MAtP, (1),
P (1+Ar)= [1—%)132 (t)+éAtPl (1),
B(++At)= (1— ﬂ} B()+AAR(D),

B (t+ At):[ [a + x]mj R, (z)+— )+

At At
+—P ) +— Pt+
T (0 T 0] T

o 4

LR,
P (t+At):(l—(l+XjAtJPs () +2AP, (1),
P (t+Ar)= [1—7]P (1)+ P (1),

o
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p_ 1+ ah
* (+aM)(A+ak+ W +al 3 )+al

, taking

i=7
into account the normalization of Z P()=1.
i=0
According to the procedures of the CSMA pro-
tocol, conflict-free packet transmission is carried
out in states 2 and 6 of the radio channel; in state 2,
a packet of r times increased length is transmitted,
and in state 6, a packet of optimal length is trans-
mitted. Therefore, the efficiency coefficient of the
CSMA protocol, taking into account the complex
influence of the physical layer and the LLC proto-
col, will be determined by the equation:
Cy =PCp, +Cp By (3)

n, (1= p)"™)
n,+c
efficiency of the physical layer and LLC protocol
for the optimal length of packets (r=1). Then, tak-
ing into account (1)—(3), we obtain our equation of

the effective transmission rate:

where Cp,, = is the coefficient of joint

_ VT MrC,, +arC,,,)
(1 + a)(1+a AT+ aT X )+ ak

The results

Fig.2 shows the dependence of the effective trans-
mission speed on the traffic intensity and the coef-
ficient of increase in the length of the packets that
are transmitted in the free state of the radio chan-
nel.

Fig.3 shows sections of the graph plane C(A,r)
for a number of values of the coefficient of increase
in the length of data packets r for clarity. Calcula-
tions were made with p —107° and size of the net-
work equal to 30 km, which gives the value a =10~
of the physical transmission speed J/ =10° bit/sec
and the length of the service part of the packet
c=50.

It can be seen that up to a certain increase in
the length of the data packets, the effective speed
of transmission also increases, but when » > 5 the
effective speed begins to decrease due to the
strengthening of the influence of the probability of
damage to the data packet by interference in the

-

0.7 -10°

0.63-10°

0.6-10°

r
3 10 15 20

0.33 -10°

Fig.4. Dependence of the effective transmission speed on
the change in the length of data packets

radio channel. That is, there is an optimal packet
size L =rL, that provides the maximum effective
transmission speed.

Fig.4 shows the dependence of the effective
transmission rate on the change in the length of
packets, which illustrates the existence of an opti-
mal value L. It can be seen from the graphs that the
optimal size L for a given set of system parameter
values makes it possible to increase the effective
transmission speed to 0,736-10° bit/s, i.e., by 16%
compared to 0,634-10° bit/s at L .

Conclusions

The proposed mathematical model can be used in
adaptive LLC and MAC protocols of packet ra-
dio networks to calculate the optimal value of the
length of data packets, taking into account the
complex influence of the physical and channel lev-
els of the network during competitive access to the
radio channel, as well as to calculate the effective
data transmission rate for each set of values system
parameters.

The control strategy for the considered flexible
adaptive MAC protocol with an increase in the
length of the packets allows to increase the effec-
tive transmission speed by 16%. At the same time,
there is (and can beefficiently calculated) accord-
ing to this model an optimal increase in the number
of data packets for each set of system parameters,
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such as the transmission speed, the probability of  of the LLC protocol packet. Increasing the length
damaging one bit of information due to interfer-  of packets beyond this optimal value leads to a de-
ence in the radio channel, as well as the structure  crease in the effective transmission speed.

REFERENCES

1. Bunin, S.G., lichenko, M.E., Voiter, A.P., Romaniuk, V.A., 2012. Self-organizing radio net-works with ultra-wideband
signals, Kiev: Naukova dumka. 444 p. (In Russian).

2. Cernega, V.S., Glatz, E., Vinichenko, S.A., 2012. “Estimation of Potential Effective Data Rate at the Transport Layer with
802.11b Networks”, Sevastopol: Bulletin of Sevastopol National Universitym. vol.131, pp. 32—36 (In Russian).

3. Kulik A.Ya., 2010. “Determining the parameters of information transmission in distributed computer systems”, Bulletin
of Khmelnytsky National University, no.5, pp. 212—215 (In Ukrainian).

4. Gulyaev, K.D., Kaptur, V.A., Tichonov, V.I., 2012. “Principles of organization of adaptive interaction of open systems”.
Naukovi Visti of the National Technical University of Ukraine "Kyiv Polytechnic Institute”, no.2. pp. 7—15. (In
Ukrainian).

5. Raisinghani, V.T., lyer, S., 2004. “Cross-layer design optimizations in wireless protocol stacks”, Computer Communica-
tions, vol 27, pp. 720—724.

6. Bunin, S.G., Voiter, A.P., 2007. “Adaptive multiple access protocols with variable packet length”, Naukovi visti of the
National Technical University of Ukraine "Kyiv Polytechnic Institute”, N 5, pp. 25—29. (In Ukrainian).

7. Voiter, A.P., 2018. “Efficiency of adaptive packets length control in radio of data networks”, Upravlyayushchiye sistemy i
mashiny, N 2, pp. 80—86 (In Russian).

8. Voiter, A.P., 2007. “Comprehensive analysis of effective transmission speed in adaptive of packet radio networks”,
Naukovi visti of the National Technical University of Ukraine "Kyiv Polytechnic Institute”, N 6, pp. 7—12 (In Ukrainian).

9. Nazarov, A.A., Tsoi, S.A., 2004. “General approach to the study of Markov models of data transmission networks con-
trolled by static random multiple access protocols”, Automation and Informatics, N 4, pp. 73—85. (In Russian).

Received 09.02.2022

JIITEPATYPA

1. bynunC.I., BoiimepA.Il., Unvuenko M. E., Pomaniok B.A. CaMoOpraHU3yIOIINECs pa-aIu0CETH COCBEPXIITMPOKOIOJIOCHBIMU
curHanamu. KuiB: HaykoBa aymka, 2012. 444 c.

2. Yepueea B.C., Inamy 3., Bunuuenko C.A. OueHKa NMOTeHUUaTbHOU 3(PhEKTUBHON CKOPOCTU Mepeqayu JaHHbIX Ha
TpaHcropTHoM ypoBHe ¢ ceTsix 802.11b. Bichuk CeBHTY: 36. Hayk. nip. Bur. 131. Cepis: I[HdpopmaTuka, eleKTpoHiKa,
3B's130K. 2012. C. 32—36.

3. Kyauk A.4. BuzHaueHHs TlapaMeTpiB IepenaBaHHs iHGopMallii B po3MOIiIeHUX KOMIT'IOTEPHUX cUcTeMaX. BicHuK
XMeNbHUIIBLKOTo HallioHanbHOTO YHiBepeuTeTy.2010. No5. C. 212—-215.

4. Iyasee K., Kanmyp B.A., Tixonos B.l. [lpuHuunu opraHizalii afanTUBHOI B3aEMOii BiTKpUTuX cucteM. Haykosi
Bicti HartionanmpHOTO TeXHiYHOTO YHiBepcuTeTy YKpainu ’KuiBcbkuit momitexHigyauit inctutyr”. 2012, Ne2. C. 7—15.

5. V.T.Raisinghani, S.lyer, “Cross-layer design optimizations in wireless protocol stacks”, Computer Communications.
2004. Vol 27, P. 720—724.

6. bynun C.I., Boiimep A.Il. AmanTUBHI IIPOTOKOIM MHOXUHHOTO JOCTYITY 3i 3MiHHOIO JO-BXKHOIO nakeTiB. Haykosi BicTi
HauioHanbHoro TexHiuHOro yHiBepcuTeTy YKpainu ’ KuiBcbkuii momirexHiunuit iHctutyt”.2007. NeS. C. 25-29.

7. Boiimep A.Il. DpdeKTUBHOCTh anaNTUBHOIO YMpaBJeHUs] JUIMHOK MaKeTOB B PaAMOCETSIX Mepedauyd TaHHBIX.
Vrpasistiomue cucteMbl 1 MatmHbL. 2018, No 2. C. 80—86.

8. Boiimep A.1l. KommiekcHuii aHasi3 e(heKTUBHOI IIBUAKOCTI Mepeiayi B afanTUBHUX MaKeTHUX pagiomepexax. Haykosi
BicTi HaltioHaTbHOTO TeXHIYHOTO YHiBepcuTeTy YKpainu ’KuiBcbkuii nmositexHiunuii iHctutyr”.2013. Ne 6.C. 7—12.

9. Hazapos A.A., Loii C.A. O611mii MOAXOJ K KCCTIeTOBAHUIO MAaPKOBCKUX MOJIENIel ceTeil epeaun JaHHBIX, YIIPaBIsSIeMbIX
CTaTUYECKUMU TIPOTOKOJAMU CIIy4aifHOTO MHOXECTBEHHOTO NOCTyra. ABTOMAaTMKa W BBIYMCIWTENbHAsT TEXHUKA.
2004. Ne 4. C. 73-85.

Hagpiitina 09.02.2022

62 ISSN 2706-8145, CucreMHn KepyBaHHA Ta KOMIT'tIOTepH, 2022, N° 2



Adaptive Control at the Link Layer of the Packet Radio Networks

A. P. Voiter, TOKTOp TEXHIYHUX HAYK, CTAPLIUI HAYKOBUI CTTiBPOOITHUK,
3acTynHUK aupektopa [Hcturyty ssnepHux nociimkenb HAH Ykpainu,
03028, M. Kuis, mpocn. Hayku, 47, YkpaiHa,

voiter@kinr.kiev.ua

ANATITUBHE YITPABJIIHHA HA KAHAJIbHOMY PIBHI TIAKETHUX PAJJIIOMEPEX

Beryn. Pamiokanan € oOMeskeHUM TTPUPOIHIM PECYPCOM, TOMY HOTO e(heKTUBHE BUKOPUCTAHHS € aKTYyaIbHIM HayKOBO-
TeXHIYHUM 3aBaaHHsIM. OauH i3 IUISIXiB OTO BUPIIIEHHS! — BUKOPUCTAHHSI aJaNTUBHOTO YIPAaBIiHHS MPOIMYCKHOIO
3/IaTHICTIO pafiioMepek 3 KOHKYPEHTHUM JOCTYIIOM JI0 palioKaHay.

Mera crarTi. BusHaueHHs BIUIMBY JOBXMHMU TakeTa Ha e(peKTUBHY IIBUIKICTD Mepeaadi pagioMepex 3 ypaxyBaHHIM
napameTpiB, ¢bopmariB i npoueayp Gpi3MYHOro Ta KaHaJIbHOTO PiBHIB MPU BUKOPUCTaHHiI MpoTokoiy MAC 3 THy4yKolO
CTpaTeTi€El0 KOHKYPEHTHOTO JOCTYIIY JI0 palioKaHay.

Metomu. [TocTaBneHa MeTa JOCSTAEThCS CTBOPEHHSM Ta aHATi30M MaTeMaTUYHOI Mopelli e(eKTUBHOI IIBUIKOCTI
nepenavi B pamioMmepexkax. Mojenb ONMUCyeETbCsl PiBHSIHHAM ISl €(eKTUBHOI IIBUAKOCTI Tepenadi, sika € (PyHKIIieo
SIK IMOBIpHOCTI 0€3KOH(DIIIKTHOI nepenavi mpotokony MAC, Tak i koeilieHTa BigXuJeHHs po3Mipy MakeTa JaHUX Bij
ONTUMaJIbHOTO JJ1s1 TpoToKoJy LLC 3 ypaxyBaHHSIM HMOBIpHiCTi MOIIKOXKEHHS MMaKeTiB Y pajioKaHali.

PesyabraTu. loBeieHo, 110 CTpaTerisi KepyBaHHS U1 PO3IJITHYTOTO THYYKOT 0 a1alI TUBHOTO IpoToKosly MAC 3abe3neuye
36isbIIeHHs eheKTUBHOI MIBUAKOCTI Tiepenadi Ha 16%. Y 1ibOMy BUTIAKY iCHYE i MOXe OYTH pO3paxoBaHO ONTUMAJIbHE
301/IbIIEHHST AOBXWHU MAaKeTiB JaHUX JIsI KOKHOTO HAaOOpy nmapaMeTpiB MepexXi, TakKuxX sIK (hi3ruyHa IBUIKICTD Mepeaadi,
MMOBIpHICTh MOIIKOMKEHHS OMHOTO OiTa iHDopMallii mepenkogaMu B paaiokaHalli, CTpyKTypa nakeTa npoTokoiB LLC.
30ibIIEeHHS JOBXWHM MaKeTiB MOHa ONTUMAaIbHY MPU3BOAUTD 10 3HMXKEHHS e(DEKTUBHOI IIIBUAKOCTI Niepeaayi.

BucHoOBKM. 3amporioHoBaHa MaTeMaTWYHa MOJE/b € iHCTPYMEHTOM JUISl PO3PaxXyHKy SIK TMPOIMYCKHOI 34aTHOCTI
pamiomMepexi, TaK i ONTUMAaTBLHOTO BiIXWJICHHS MOBXWHU IMaKeTa NaHUX TIPU alallTUBHOMY YIPaBIiHHI KOHKYPEHTHUM
JIOCTYNIOM [0 pajioKaHajly 3 THYYKOIO CTpaTeri€lo B yMOBax 3HAYHMX KOJMBaHb iHTEHCUBHOCTI Tpadiky Ta 3MiH B
IHTEHCUBHOCTI MEPELIKO/1 Y pallioKaHaIi.

Karouosi caosa: padiomepednci, nepewkoou, KOHKYpeHMHUL 00OCMYN, MAMeMamu4Ha mooens, a0anmueHe KepyeaHHs, naKem.
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