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This paper presents a comprehensive analysis of
blockchain technology, exploring its fundamen-
tal principles, classification, and evolving appli-
cations across various industries. The study
highlights the key attributes of blockchain, in-
cluding decentralization, transparency, and se-
curity, while also addressing its inherent limita-
tions, such as scalability and transaction speed.
A detailed comparison of consensus mechanisms
— Proof of Work (PoW), Proof of Stake (PoS),
Delegated Proof of Stake (DP0S), and Byzantine
Fault Tolerance (BFT) variations — illustrates
their impact on blockchain performance. Addi-
tionally, the research examines Layer 1 (L1) and
Layer 2 (L2) scaling solutions, such as sharding,
optimistic rollups, and sidechains, to improve
transaction throughput. The study concludes
with insights into emerging trends, including
hybrid consensus algorithms and Al-driven op-
timizations, which have the potential to enhance
blockchain efficiency and security.
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Introduction. The emergence of blockchain technology
has fundamentally transformed the understanding of dis-
tributed systems and trust mechanisms in digital environ-
ments. Initially developed as the foundational technology
for cryptocurrencies such as Bitcoin and Ethereum,
blockchain has evolved into a versatile platform applied
across various sectors, including information technology,
telecommunications, retail, financial services, manufac-
turing, and electronic voting. Its key attributes — security,
transparency, and efficient data management — have con-
tributed to its widespread adoption.

In 2022, an additional 40 of the Forbes Global 200
companies announced blockchain initiatives, with the ma-
jority (19 companies) operating in the financial sector,
including BlackRock, Goldman Sachs, HSBC, and BNP
Paribas.

Blockchain technology serves not only as a means of
storing digital records but also as a secure mechanism for
verifying the existence of documents and tracking related
transactions. It facilitates the representation of various legal
and administrative records, such as asset transfers, contrac-
tual agreements, and tax transactions. Consequently, block-
chain is emerging as an innovative approach to managing
and recording administrative and legal processes.

In parallel, the integration of blockchain with Industry
4.0 technologies — such as the Internet of Things (loT), art-
ficial intelligence (Al), radio-frequency identification
(RFID), cyber-physical systems, and global positioning sys-
tems (GPS) — is creating a robust ecosystem for production
planning, control and supply chain management (SCM) [1,
2]. This convergence is significantly expanding the poten-
tial applications of blockchain, enabling more efficient,
transparent, and secure operations across both administra-
tive and industrial domains.

This paper aims to analyze blockchain technology,
identify its current challenges and limitations, and
propose new directions for its future development.

Blockchain Classification

Modern blockchain systems are categorized into three
types: public, private, and hybrid.
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A public blockchain is fully decentralized, operating on the principle of a distributed ledger. All
nodes in the network participate in transaction verification, ensuring transparency and security. It allows
open data reading and writing, meaning that any participant can access and modify data within the block-
chain. Additionally, public blockchains maintain immutability, as once a record is verified, it cannot be
altered or deleted. However, a major drawback is the substantial computational power required to sustain
a large-scale distributed ledger, leading to scalabil ty challenges. Public blockchains are commonly ap-
plied in sectors such as healthcare and education.

A private blockchain, in contrast, operates within a closed and restricted network, under the control
of a central authority that can modify its usage policies at any time. Unlike public blockchains, private
blockchains offer high-speed transactions and mitigate scalability issues. However, they are only suitable
for specific applications, such as enterprise solutions. Notably, private blockchains are more vulnerable to
security breaches, as transaction validation is managed by a network administrator rather than a decentral-
ized consensus mechanism. Due to these concerns, some critics argue that private blockchains deviate
from the fundamental principles of blockchain technology.

A hybrid blockchain integrates features of both public and private blockchains, creating a semi-open
network shared among a limited group of organizations. This model is commonly used by commercial
enterprises, financial institutions, and government agencies that require both transparency and controlled
access to data.

Key strengths and weaknesses

Blockchain technology possesses several key advantages that have driven its widespread adoption,
including:

+ Decentralization

» Immutability: Transactions recorded on the blockchain are verified by network participants and
permanently stored in blocks.

+ Transparency: Since all transactions are verified and timestamped, users can easily trace and audit
historical records.

* Anonymity

Despite these advantages, a primary challenge facing blockchain technology is to provide enough
transaction processing speed for large-scale applications [3]. For instance, the Bitcoin network can pro-
cess approximately seven transactions per second, while Ethereum can handle around 15 transactions per
second [4]. Table 1 presents a comparison of transaction speeds and confirmation times across various
blockchain networks [5]. The widespread adoption of blockchain technology across industries depends
largely on the development of scalable solutions that enhance transaction throughput.

TABLE 1. Transaction processing speed of different cryptocurrencies

. Average Transaction

Cryptocurrency Transactions per Second Confirmation Time
Bitcoin 3-7 60 min
Ethereum 15-25 6 min

Ripple 1500 4s

Bitcoin Cash 61 60 min
Stellar 1000 2-5s
Litecoin 56 30 min
Monero 4 30 min
IOTA 1500 2 min
Dash 10-28 15 min
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Layer 1 solutions: sharding and consensus mechanisms

To enhance blockchain throughput, two primary approaches are employed: modifications to the un-
derlying blockchain architecture (Layer 1, or L1) and Layer 2 (L2) solutions, which function as auxiliary
technologies built on top of L1 blockchains.

A Layer 1 blockchain is a foundational blockchain that independently processes and finalizes transac-
tions within its own network, without reliance on external systems. However, Layer 1 blockchains are
subject to the blockchain trilemma, which posits that a blockchain must balance three core attributes:
decentralization, security, and scalability. Improving one of these characteristics often compromises the
others. Examples of Layer 1 blockchains include Bitcoin, Ethereum, BNB Smart Chain, Tron, Cardano,
Solana, Aptos, and NEAR.

Several solutions have been proposed to enhance transaction throughput at the Layer 1 level, includ-
ing sharding and modifications to the consensus mechanism, both of which aim to improve the efficiency
of transaction validation and agreement among network participants.

Sharding involves partitioning a blockchain into smaller, more manageable segments, or shards,
which can process transactions and execute smart contracts in parallel. By distributing computational
workload across multiple shards, blockchain networks can significantly improve throughput while reduc-
ing latency and resource consumption. Unlike traditional blockchain architectures, where all nodes must
process every transaction, sharding allows subsets of nodes to validate only a portion of the total transac-
tions, thereby increasing scalability. For instance, if a network with 1,000 nodes is divided into 10 shards
of 100 nodes each, transaction processing speed can increase approximately tenfold.

An example of sharding implementation is the NEAR Protocol, a Layer 1 blockchain that employs
Nightshade, a unique sharding technology designed to enhance scalability. NEAR operates using smart
contracts and employs a Proof-of-Stake (PoS) consensus mechanism. Its network is capable of processing
up to 160,000 transactions per second (TPS), significantly outperforming many other blockchain plat-
forms, including Solana.

Another fundamental approach to improving blockchain performance is the adoption of alternative
consensus mechanisms, which impact transaction speed, security, and energy efficiency.

Proof of Work (PoW) is a transaction validation algorithm that relies on computational problem-
solving, requiring network participants (miners) to perform complex cryptographic calculations. Since
Bitcoin’s launch in 2009, the Proof-of-Work (PoW) consensus algorithm has been focal in securing
blockchain networks [6]. The difficulty of these computations ensures network security but also results in
significant energy consumption and slow transaction processing times. For example, the Bitcoin network,
which utilizes PoW, can only process approximately seven transactions per second.

PoW-based networks also impose substantial environmental costs due to the high energy consump-
tion associated with mining operations. The requirement for specialized, high-performance computing
hardware further increases the economic burden of maintaining network security.

An alternative consensus mechanism, Proof of Stake (PoS), does not require extensive computational
power and significantly reduces transaction times, making it a more efficient solution than Proof of Work
(PoW). In PoS, rather than solving cryptographic puzzles to find the correct nonce, as in PoW, users must
demonstrate ownership of a certain number of digital tokens to participate in block validation.

However, PoS introduces a potential centralization risk, as users holding a large number of tokens
may dominate the network, undermining its decentralization. To address this issue, several modifications
to the block validator selection process have been developed. For instance, Blackcoin implements a ran-
domization mechanism to predict the next block generator (node) [7]. This mechanism employs a formula
designed to find the smallest hash value in combination with the stake size, ensuring a fairer selection
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process. Additionally, in [8], an alternative approach is proposed in which nodes holding a larger number
of older tokens have a higher probability of generating new blocks.

Empirical studies support the efficiency of PoS. An experimental analysis conducted in [9] demon-
strated that PoS-based consensus mechanisms can achieve transaction finalization up to 40% faster than
PoW-based systems while consuming significantly less energy.

Delegated Proof of Stake (DPoS) is a modified consensus mechanism that addresses the limitations
of both PoW and PoS. Developed in 2014 as part of the Graphene project, DPoS was first implemented in
the BitShares blockchain and later adopted by the Steemit platform [10, 11].

The key feature of DPoS is the separation of voting and validating nodes. In this system, network par-
ticipants (token holders) do not directly validate transactions. Instead, they elect a subset of delegates,
who are responsible for block formation and transaction validation. This distinction introduces a funda-
mentally different operational structure compared to PoW and PoS.

To serve as a validator in a DPoS network, nodes must publicly disclose their identity and commit to
maintaining full-node functionality, ensuring timely transaction verification and block generation. Unlike
PoW and PoS systems, DPoS allows users to simultaneously participate in voting while continuing to
conduct transactions. Moreover, a participant's voting power dynamically adjusts in response to changes
in their token balance, ensuring a more flexible and adaptive governance model.

So far, the discussion has focused on consensus protocols used in open blockchain systems, which
operate in public environments and prioritize decentralization. However, these protocols are not well-
suited for corporate applications, as they generally exhibit low transaction throughput.

To address these limitations, a new class of Byzantine Fault Tolerance (BFT) consensus protocols
has been introduced. These protocols enhance blockchain scalability and performance by limiting the
number of participants involved in transaction validation.

Practical Byzantine Fault Tolerance (PBFT) is a consensus mechanism in which anonymity is not a
critical factor. Instead, nodes within the network possess partial knowledge of each other and undergo
authentication. This structural difference enables significant optimization of the consensus process, lead-
ing to much higher transaction throughput. In fact, PBFT-based systems can achieve speeds ten times
faster than traditional PoW or PoS mechanisms, processing thousands of transactions per second — mak-
ing them well-suited for corporate applications.

The PBFT protocol operates as follows:

+ A validator node receives a transaction and must determine its validity.

» The validator performs internal verification procedures.

It then queries other nodes within the network to confirm whether the transaction is valid.

» If at least 2/3 of the nodes reach consensus on the transaction’s validity, it is accepted and propa-
gated to the blockchain network.

It is also important to note that PBFT does not rely on hashing procedures for block validation, which
further reduces computational overhead and increases efficiency [12].

Delegated Byzantine Fault Tolerance (DBFT) is an extension of PBFT, designed to accommodate
large-scale blockchain networks while maintaining high throughput. The algorithm was developed by the
NEO blockchain team, led by Erik Zhang, and was first implemented in the NEO project in 2016 [13].

In DBFT, crypto-token holders elect specific nodes to serve different roles in the consensus process.
These nodes are categorized into:

» Speaker nodes, which are responsible for conducting transactions and forming new blocks.

» Delegate nodes, which verify transactions proposed by speaker nodes and participate in the
CONSensus process.
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This hierarchical structure enhances network security and scalability, making DBFT a viable alterna-
tive for enterprise blockchain applications. However, one potential drawback of DBFT is the risk
of centralization. If a majority of validating nodes are controlled by a single entity or a small group, the
network's decentralization may be compromised [14].

The Federated Byzantine Agreement (FBA) is a consensus protocol that differs from Practical Byzan-
tine Fault Tolerance (PBFT) and other Byzantine Fault Tolerance (BFT) variations in that it does not
require prior authorization or a predefined set of participants. Instead, transactions are verified by a fixed
number of participants selected from a list of active nodes in the network.

A key feature of FBA is the presence of gateways and market makers, which help maintain the integ-
rity and liquidity of the network:

+ Gateways function similarly to traditional banks, holding funds and issuing equivalent digital
tokens.

+ Market makers maintain accounts across multiple gateways and currencies, ensuring liquidity and
facilitating seamless transactions [15].

The XRP Ledger Consensus Protocol is the consensus mechanism used in the XRP Ledger network,
designed to achieve agreement between participating servers without requiring mining. Transactions in
this protocol are validated by specialized nodes called validators. Once a majority of validators reach
consensus, the transaction is confirmed and added to the ledger.

This consensus algorithm was developed by Ripple Labs Inc. and was first introduced in 2012 [16].

The XRP Ledger consists of:

» Tracking servers, which distribute transactions and respond to state queries.

» Validators, which process transactions and ensure consistency across the distributed ledger.

This structure enables efficient transaction processing while maintaining network decentralization.

In 2020, a novel probabilistic consensus algorithm known as Proof of Elapsed Work and Luck
(POEWAL) was introduced. This lightweight algorithm allows all nodes in a blockchain network to par-
ticipate in the consensus process. POEWAL is derived from the Proof of Work (PoW) consensus model
but is optimized for efficiency and reduced computational overhead [17].

Shekhar Verma et al. [18] proposed the POEWAL algorithm for non-cooperative blockchain envi-
ronments, particularly for applications in Internet of Things (1oT) networks.

In 2022, Hongwu Qin et al. [19] introduced the Weighted Byzantine Fault Tolerance (WBFT) con-
sensus algorithm, specifically designed for consortium blockchains. WBFT employs a dynamic weighting
mechanism to optimize consensus node selection.

Experimental performance evaluations of WBFT, compared with PBFT and Reputation-Based Byz-
antine Fault Tolerance (RBFT), demonstrated that WBFT improves both system throughput and consen-
sus delay, making it a promising alternative for high-performance blockchain applications.

Each consensus protocol discussed above has its own advantages and limitations. A comparative
analysis of these consensus mechanisms, detailing their performance characteristics, scalability, and
security features, is presented in Table 2 [20, 21].

Layer 2 solutions

To enhance blockchain throughput and scalability, various Layer 2 (L2) solutions have been devel-
oped. These solutions act as external integrations with the base layer (Layer 1, L1) and help address per-
formance limitations while maintaining security.

The primary Layer 2 scaling solutions include:

1. State Channels

State channels enable off-chain transaction exchanges between participants, significantly reducing
network congestion. Transactions occur outside the blockchain through third-party channels, and only the
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final state is recorded on the main blockchain. This approach improves transaction speed and reduces
transaction costs.

Examples:

» Lightning Network (Bitcoin) — Facilitates near-instant, low-cost Bitcoin transactions.

* Raiden Network (Ethereum) — Implements off-chain scaling solutions for Ethereum, allowing
faster transactions with minimal fees.

TABLE 2. Comparative analysis of consensus protocols

Type of .
Consensus blockchain | Productivity Cost of ener Decer_ltrall Developed solutions
protocol ay sation
network
PoW Public Low High High BI'[COII’]—NG, _Byzcom,
Bitcoin
PoS Public High Low High Tendermint, Ethereum
DPoS Public High Low Low EOS , BitShares
BFT Private High Low Low Hyperledger Fabric 1.0
PBFT Private w ith High Low Low Hyperledger, Chain
permits
DBFT Private Very high Low Low NEO, TON
FBA Private High Low Low Stellar
XRP Private High Low Low Ripple
PoEWAL Private High Low Low For 10T apps
WBFT Private High Low Low
3. Sidechains

Sidechains are independent blockchains that operate alongside the main blockchain, with a two-way
peg ensuring interoperability. These separate networks have their own consensus mechanisms, allowing
increased scalability and transaction processing without overloading the main blockchain.

Examples:

« Polygon (Matic) — A widely used Ethereum-compatible sidechain.

» xDai — A stablecoin-based sidechain for fast and low-cost transactions.

« Ronin — A sidechain optimized for blockchain-based gaming applications.

A review of existing literature suggests that all the aforementioned Layer 2 scaling techniques are
designed to improve blockchain transaction throughput and address scalability challenges. Each method
has distinct advantages and trade-offs, making them suitable for different use cases within the blockchain
ecosystem.

Ongoing research into blockchain scalability and performance enhancement has led to several novel
approaches, including transaction model optimizations, dynamic sharding techniques, and modifications
to consensus algorithms.

The study presented in [22] introduces a Dual Channel Parallel Broadcast (DCPB) transaction model,
which incorporates three key innovations:

» Dual channel communication — One channel is dedicated to transaction processing, while the sec-
ond executes Byzantine Fault Tolerant (BFT) consensus mechanisms.

» Parallel pipeline processing — Allows asynchronous execution, improving throughput.

» Optimized block broadcast strategies — Enhances efficiency and transaction propagation speed.
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» Extensive experimental evaluations using BeihangChain, a prototype blockchain system, demon-
strate that the proposed model can achieve a transaction processing speed of up to 16,000 transactions per
second (TPS).

A novel PolyShard architecture is proposed in [23], designed to improve security, throughput, and
storage scalability. Unlike traditional unencoded shard storage methods, PolyShard employs: encoded
shards — created by linearly combining multiple unencoded shards of equivalent size; optimized through-
put and latency — constrained only by the physical limitations of the network layer, ensuring efficient
transaction processing. This approach enables high transaction throughput while maintaining security and
reducing storage requirements.

A dynamic shard allocation process is proposed in [24], which dynamically assigns transactions to
shards based on the sender's data. Key features include: adaptive shard allocation — adjusts the shard as-
signment based on network conditions; snakechain optimization algorithm (SOA) — Determines the opti-
mal number of shards required to minimize latency while maximizing efficiency. Experimental results
indicate significant reductions in latency, demonstrating that the optimized system achieves lower average
transaction times across various transaction volumes.

Modifying consensus algorithms is another critical area of blockchain research, aiming to enhance
scalability and transaction processing efficiency.

The study in [5] proposes a method to accelerate the Proof of Work (PoW) process through:

» Parallel mining — A distributed mining approach that allows multiple miners to contribute to
block validation simultaneously.

» Equal participation — Ensures fairness among miners, balancing computational power and increas-
ing network scalability.

Results indicate that as the network complexity and number of miners increase, parallel PoW signifi-
cantly improves blockchain scalability compared to traditional PoW mechanisms.

In [25], researchers introduce a hybrid consensus mechanism combining: Proof of Stake (PoS) can be
used for verifiable pseudo-random node selection and Practical Byzantine Fault Tolerance (PBFT) can be
applied for efficient transaction validation. The proposed two-stage strategy optimizes throughput, delay,
and scalability by reducing the number of consensus nodes to a constant value while ensuring network
security and efficiency.

A novel particle swarm optimization-based Proof of Work (PSO-PoW) model is proposed in [26],
incorporating:

« Automatic miner selection — Uses particle swarm optimization (PSO) algorithms to dynamically
select the most optimal block manager.

 Scalability improvements — Reduces waiting times by ensuring that unresponsive miners are au-
tomatically replaced.

» Optimized reward system — Implements an intelligent work allocation mechanism to improve
mining efficiency.

This approach effectively addresses blockchain scalability challenges while maintaining decentraliza-
tion and security.

Conclusion

This study presents a generalized overview of the current state of blockchain technology develop-
ment, including a comparative analysis of blockchain networks and consensus protocols.

Layer 1 (L1) solutions enhance the fundamental parameters of blockchain systems; however, without
radical architectural changes, they cannot achieve global scalability. Layer 2 (L2) solutions address chal-
lenges related to transaction speed and fees but require high reliability to function effectively. The inte-
gration of L1 and L2 solutions is key to the development of high-performance blockchain systems.
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Despite advancements, existing consensus algorithms still suffer from performance bottlenecks,

including:

1. Low throughput and high latency

2. Unstable performance under varying network conditions

3. Resilience issues and vulnerability to targeted attacks

The combination of optimized consensus mechanisms and machine learning techniques introduces

new possibilities for blockchain evolution. These innovations can accelerate transaction processing, re-
duce energy consumption, and enhance network security. In the future, the development of hybrid consen-
sus algorithms and Al-driven predictive models may lead to widespread blockchain adoption across
diverse industries.

Author's contributions: D. Dvorchuk — research, conceptualization, methodology, formal analysis,

writing — original draft. I. Shpinareva — generalization, resources, editing.
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Introduction. Blockchain technology has emerged as a transformative innovation in distributed compu-
ting, providing a secure, transparent, and decentralized mechanism for data management. Initially introduced as
the backbone of cryptocurrencies, blockchain has expanded into various sectors, including finance, healthcare,
supply chain management, and governance. However, despite its numerous advantages, blockchain faces sig-
nificant challenges, including scalability, transaction speed, and energy consumption. This article presents a
comprehensive analysis of blockchain technology, focusing on its classification, consensus mechanisms, scala-
bility solutions, and future trends. The study explores the comparative advantages and limitations of different
blockchain architectures and evaluates emerging optimization techniques such as hybrid consensus algorithms
and artificial intelligence-based enhancements.
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Purpose of the Work. The objective of this study is to conduct an in-depth analysis of blockchain tech-
nology, investigating its core principles, operational mechanisms, and performance optimization strategies. The
research aims to provide a systematic comparison of consensus algorithms, including Proof of Work (PoW),
Proof of Stake (PoS), Delegated Proof of Stake (DPoS), and Byzantine Fault Tolerance (BFT) variations, as-
sessing their impact on transaction speed, energy efficiency, and security. Additionally, the study examines
Layer 1 (L1) and Layer 2 (L2) scaling solutions such as sharding, rollups, and sidechains to address block-
chain's scalability challenges. The research also highlights emerging trends in blockchain development, particu-
larly hybrid models and Al-driven optimization techniques, which can enhance blockchain efficiency and secu-
rity.

Results. The analysis reveals that different blockchain architectures exhibit varying trade-offs between
decentralization, security, and scalability. Public blockchains, such as Bitcoin and Ethereum, prioritize decen-
tralization and security but suffer from limited scalability. Private blockchains, in contrast, offer higher transac-
tion throughput but compromise decentralization. Hybrid blockchains aim to balance these aspects by integrat-
ing the strengths of both models. A detailed comparison of consensus mechanisms indicates that PowW, while
highly secure, is energy-intensive and slow, whereas PoS and its variations provide faster and more energy-
efficient alternatives. The study also finds that Byzantine Fault Tolerance-based mechanisms, such as PBFT
and DBFT, offer high-speed consensus suitable for enterprise applications. Furthermore, Layer 1 improve-
ments, including sharding, enhance on-chain transaction processing, while Layer 2 solutions, such as optimistic
rollups and zero-knowledge rollups, significantly increase throughput by offloading computations to secondary
layers. The research highlights recent advancements, such as Al-assisted transaction validation and adaptive
consensus algorithms, as promising directions for blockchain scalability and security.

Conclusions. The study underscores the importance of optimizing blockchain scalability and consensus
mechanisms to enable broader adoption across industries. While Layer 1 and Layer 2 solutions provide signifi-
cant improvements in throughput and efficiency, their integration remains a key challenge. The findings sug-
gest that hybrid consensus models and Al-based optimizations could further enhance blockchain performance,
reducing energy consumption while maintaining security and decentralization. Future research should focus on
developing dynamic sharding techniques, parallel consensus mechanisms, and predictive analytics for transac-
tion management to advance blockchain's applicability in large-scale real-world scenarios. The continued evo-
lution of blockchain technology will play a critical role in shaping secure, efficient, and decentralized digital
ecosystems.

Keywords: blockchain, decentralization, consensus mechanisms, optimistic rollups, sharding, transaction
validation.
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Ooecwvruil HayioHanvHul yHieepcumem imeri 1.1. Meunurxosa
* Jlucmyeanns: dvorchyk.d@gmail.com

Beryn. TexHomnorist G10k4elH cTala peBOIIOLIHHAM JOCATHEHHAM Y cepi po3noaiieHnx oOuncieHb, Ha-
Jao4n Oe3neyHui, Mpo30puil 1 JeleHTpani3oBaHii MeXaHi3M ynpaBniHHA AaHMMH. CIIOYaTKy NpeicTaBieHa
SIK OCHOBA JUI KPUITOBAJIOT, TEXHOJIOTIS OJOKYEHH 3roJI0M TaKo)X 3HAHIIIIa CBOE 3aCTOCYBAHHS Y AL 1HIIMX
raixysei, BKIO49aoun (iHAHCH, OXOPOHY 37I0pOB's, YIPABIiHHSA JAHIIOTaMU TOCTavyaHHS Ta Jep>KaBHE YIpaB-
niHHs. OfiHAK, HE3BAXKAI0UX HA YHCIICHHI IepeBart, TEXHOJIOTis OJIOKYEHH CTUKAEThCS 3 CEPHO3HUMM BUKIIMKA-
MH, TaKMMH SIK MaclITabOBaHiCTh, MIBUAKICTH 0OPOOKM TpaH3aKLil i ciokuBaHHS eHeprii. ¥ i cTarTi npea-
CTaBJIEHO KOMIUICKCHUH aHali3 OJOKYEHH-TeXHOJIOri1, 30cepepkeHnit Ha 1i kimacudikartii, MexaHi3Max KOHCEH-
CyCy, pIICHHAX HIOA0 MacIITabOBaHOCTI Ta MalOYTHIX TeHACHUIAX. JlOCHiIKeHHs pO3IIsiiae TIOPiBHSIBHI Te-
peBaru Ta 0OMEKEHHS Pi3HUX OJOKYEHH-apXITEKTYp, a TAKOK OLIHIOE MEePCIIEKTHBHI METOM ONTUMI3aIlil, 30K-
peMa riopuaHi anropuTMH KOHCEHCYCY Ta BIOCKOHAIEHHS HA OCHOBI INTYYHOTO iHTENEKTY.
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Meta po6otu. IIpoBeneHHs IMUOOKOro aHaii3y OJOKYEHH-TEXHOJOTIl, JOCIiIKEHHS 11 OCHOBHUX HMpPUH-
ILIUIIiB, OIEPALiifHUX MEXaHi3MiB Ta cTpareriil ontuMizarii NpoayKTHBHOCTI. JlOCHiXKEHHS CIIPSIMOBAaHE HAa Ha-
JIAHHSI CHUCTEMAaTU4HOIO MOPIBHSHHS aITOPUTMIB KOHCEHCycy, Bkmodarouu Proof of Work (PoW), Proof of
Stake (PoS), Delegated Proof of Stake (DPoS) Ta Bapianii Byzantine Fault Tolerance (BFT), ouintoroun ix
BIUIUB HA IIBUJKICTh TPaH3aKIil, eHeproedekTHBHICTb Ta 6e3neKky. Kpim Toro, y nociikeHH] po3IaialoThCs
pimenHs Juist MaciitabyBanus nepioro (L1) ta gpyroro (L2) piBHiB, Taki sk IIapJUHT, POJIaly Ta caiiideiiHy,
JULS BUpilIEHHS Npo6ieM MacTaboBaHOCTI OJ0K4eliHy. Takoxk BHCBITIIOIOTHCS NE€PCIEKTUBHI TEHAEHIIT po3-
BUTKYy OJIOKuelHYy, 30kpeMa riOpuaHi Mojeni Ta ONTUMi3aliiiHi METOOM Ha OCHOBI IUITYYHOI'O IHTEIEKTY, SKi
MOXYTb MiJABUIUTU e(hEKTUBHICTB 1 Oe31eKy O10Kueiny.

Pe3yabTaTH. AHaii3 oKasye, MO pi3Hi OJIOKYEHH-apXiITEKTypU MalOTh BLIMIHHI KOMIIPOMiCH MiX JELEH-
Tpajizaiieto, Oe3nexoro Ta MacitabopaHicTio. [TyOmiuni Onokueiinu, Taki sik Bitcoin i Ethereum, HanmaroTs
IpiopuTeT JeleHTpatizalii Ta Oe3meni, ajle MalOTh 0OMEXeHy MacuITaboBaHicTs. I[IpuBaTHi O10K4eiiHu, Ha-
BIIaKH, 3a0€3Me4yI0Th BUILlY IPOIYCKHY 31aTHICTh OOPOOKH TpaH3aKILil, ajne IMOCTYHaloThes Y AeLeHTpai3aril.
I'i6punHi OnokuelHy MparHyTh 30a1aHCYBaTH I aCIEKTH, iHTErpylo4H IepeBaru 06ox mMozeneil. JleransHe mo-
PIBHSHHS MeXaHi3MiB KOHCEHCYCY Iokasye, o PoW, xouda i 1yxe Ge3neuHuii, € eHeproeMHUM Ta IOBUIBHUM,
Tofi sik PoS Tta #oro Bapianii 3a0e3nedyroTs MBHUILII Ta OibII eHeproeeKTUBHI aIbTepHATUBH. JlOCTiPKEHHSI
TaKOX BUSBHJIO, 1110 MeXaHi3MH, 3acHOBaHi Ha Byzantine Fault Tolerance, Taki sik PBFT i DBFT, 3a6e3neuytots
BUCOKY LIBHUKICTb KOHCEHCYCY, 10 POOUTH iX NPUIATHUMU UL KOPIOPATHBHUX 3acTOCyBaHb. KpiMm Toro, Take
Layer 1 pimeHHs SK IIapJUHT, CYTTEBO MiJBHIIYIO€ €(EeKTUBHICTE OOPOOKHU TpaH3aKILil y JaHI031, a pillIeHHs
Layer 2, taki sk ontumicTHuHi ponamu Ta Zero-Knowledge posanu, 3Ha4HO 301IbLIYIOTH HMPOIYCKHY 3/aT-
HICTb, 3HW)XXYIOUM HaBaHTAXXEHHA Ha OCHOBHHUIl OnokueiH. JoCiIifXKeHHs TaKoX MiJKPECIIOE OCTaHHI JOCST-
HEHHsI, Taki SK Balifiallist TpaH3aKLiil 3a JOMOMOIOI0 IITYYHOIO 1HTEIEKTY Ta aJalTUBHI alTOPUTMH KOHCEHCY-
CY, SIK IePCIEKTHBHI HAIPsIMU PO3BUTKY MacIITa00OBAaHOCTI Ta Oe31eKu OJIOKUYEHHYy.

BucHoBkH. JloCIiDKEHHS MiKPECIIOE BaXIIUBICTh ONTUMI3ALI] MacIITaO0BaHOCTI OJIOKUYEHHY Ta MeXaHi-
3MiB KOHCEHCYCY JUIsl PO3LIMPEHHS HOTO 3aCTOCYBaHHA B Pi3HUX ramy3sax. Xoua pimenns Layer 1 ta Layer 2 3a-
0e3MeuyroTh 3HauHi OKPAIIEHHS Yy IPOIYCKHIM 31aTHOCTI Ta €pEeKTUBHOCTI, 1X iHTerparis 3aaMIIaeThCsl KIIo-
40BOK npobieMoro. OTpuMaHi pe3ynbTaTi CBiT4aTh Mpo Te, U0 TiOPHIHI MOJENi KOHCEHCYCY Ta ONTHMi3awil
Ha OCHOBI INTYYHOTO IHTENEKTY MOXYTb 1€ Oiiblie MiJBUIIUTH NPOMYKTHBHICTH OJOKUYEHHY, 3MEHIIYIOUH
CIIO’KUBAHHS €HEprii Ta JOTPUMYIOUHCH NIPUHLUIMIB Oe3eku Ta AeneHTpatizanii. MaiiOyTHi 1oCHiIPKeHHS H0-
BUHHI 30CepeauTHcs Ha po3poOLi AMHAMIYHMX TEXHIK IIApAWHTY, HapajelbHUX MEXaHi3MiB KOHCEHCYCY Ta
MPOTHO3HOT aHAJIITHKH JIJIsl YIPABIIHHS TPaH3aKI[isIMU, 100 TOKPAILIUTH 3aCTOCOBHICTh OJIOKYEHHY Y BEJIMKHX
peanbHuX cueHapisx. [Toganpmuil po3BUTOK GJIOKYEHH-TEXHOJIOTI BiflirpaBaTHMe BUPIIIAIbHY POJIb y HOpMY-
BaHHi Oe3Me4HNX, ePEKTUBHUX Ta JELEHTPANi30BaHUX IU(YPOBUX EKOCHCTEM.

KurouoBi ciioBa: GiiokueiiH, JNeneHTpalizalis, MEXaHi3MH KOHCEHCYCy, ONTHUMICTHYHI pOJUIamH, Iiap-
JTUHT, BaJIiJallis TPaH3aKI[ii.
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